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The first example of fake websites is PayPal. The hackers created fake websites with URLs like “paypaysecurity.com” or “paypa1.com.” It would trick users to log into their PayPal accounts. The second fake website is Apple. Hacker would set up a fake apple customer service website. The website does not look much different from the original, but it did have a different URL. Hackers would also use the SEO poisoning technique which is a pop up on the website saying keywords like “iPhone not charging” where customer would click the link without second thoughts. The third fake website is ChatGPT. It included fake domain names like “chat-gpt-pc.online” or “chatgpt4beta.com” The fake websites deceived the users into installing malicious software packages or entering bank account details to get the premium version of ChatGPT.