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Abstract

This narrative examines how uncovering exploits in Valorant, a popular multiplayer 
game, sparked my journey into cybersecurity. By applying narrative identity theory, I explore 
how this experience shaped my academic path toward a Bachelor’s degree in Cybersecurity at 
Old Dominion University and my professional aspirations as a Cybersecurity/Threat Analyst. 
The paper highlights how gaming evolved from a recreational activity into a gateway to digital 
security, emphasizing the role of technical coursework, including Linux Systems, Cryptography, 
and Digital Forensics, in building my expertise. This journey underscores the transformative 
power of curiosity and analytical thinking in defining career trajectories.
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From Pixels to Protection

The soft glow of my monitor filled the room as I launched Valorant in August 2022. At 

the time, gaming was simply a hobby, an enjoyable escape and a way to connect with friends 

during a busy college semester. Little did I know that this seemingly ordinary evening of 

competitive play would mark the beginning of a career that blends my passions for technology, 

gaming, and security.

As I dove into my usual match, something stood out that night. It wasn’t the usual high-

level competition I expected. Instead, I noticed strange patterns in my opponents' movements, 

remarkable precision, rapid reflexes, and unexplainable access to areas that should have been 

off-limits. As a seasoned player, I had a developed sense of the game’s rules and mechanics, and 

what I was witnessing didn’t align with any human capabilities. Rather than simply being 

frustrated, I felt an overwhelming curiosity. What was causing this? Why was the game behaving 

this way?

This moment of confusion became the starting point of my deep dive into the world of 

cybersecurity. What I didn’t realize at the time was that I was witnessing game exploits players 

leveraging vulnerabilities in the game’s design to gain unfair advantages. My initial reaction was 

a mix of intrigue and frustration, but it soon turned into a fascination with how these 

vulnerabilities worked. It wasn’t the game that excited me anymore, but the realization that this 

“cheating” was underpinned by technical flaws in the system. This curiosity sparked a journey 

that would soon change the direction of my academic and professional life.
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The natural next step was to research the anomalies I had observed. I began to explore 

online forums and technical resources dedicated to Valorant exploits. I quickly learned that  

Valorant had its share of vulnerabilities, some of which allowed players to manipulate packet 

data to access restricted areas or perform actions outside the scope of the game’s rules. I found 

myself increasingly drawn to the technical aspects of this understanding of the network 

protocols, the flow of data between clients and servers, and the systems that allowed such 

exploits to exist in the first place.

This investigative process revealed a deeper, often hidden world of cybersecurity one that 

involves understanding complex networks, securing communications, and analyzing data to 

uncover vulnerabilities. What was initially just a gaming curiosity began to take on new 

meaning. I was not just fascinated by how the game was being manipulated but by the technical 

skills involved in discovering and understanding these breaches. In this moment, the puzzle of 

network security became much more interesting than any match could ever be.

Driven by this newfound interest in cybersecurity, I decided to pursue a Bachelor’s 

degree in Cybersecurity at Old Dominion University (ODU). I knew that to transform my 

passion for gaming and security into something more meaningful, I needed to develop a 

structured and formal understanding of the field. ODU’s comprehensive cybersecurity program 

offered exactly what I was looking for: a chance to acquire the technical skills needed to protect 

digital systems and to turn my curiosity into professional expertise.
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The coursework at ODU provided me with a solid foundation in cybersecurity. Early on, 

I enrolled in courses such as Linux Systems, Cryptography, Networks/Cyber Basics, and Digital 

Forensics, each of which expanded my understanding of how systems and networks work, how 

data is protected, and how breaches can be analyzed and mitigated. Learning Linux systems gave 

me hands-on experience with the operating system that underpins much of cybersecurity. 

Cryptography courses opened my eyes to the importance of data encryption, both in protecting 

sensitive information and in ensuring secure communications. Networks/Cyber Basics equipped 

me with knowledge of the essential protocols and structures that form the backbone of the 

internet. Meanwhile, Digital Forensics helped me understand the tools and methods used to 

investigate breaches and analyze evidence from compromised systems.

Each of these classes, while rooted in theory, also included practical applications that 

directly connected with my earlier experiences investigating Valorant exploits. In particular, the 

skills I developed in understanding packet flow and network traffic helped me in my coursework, 

where we analyzed data packets during lab exercises. I found that my curiosity in gaming 

translated well into my academic journey, allowing me to connect concepts from my coursework 

to real-world scenarios, such as the vulnerabilities I had discovered in Valorant. 

As my academic journey continued, it became increasingly clear that gaming had played 

a central role in shaping my professional identity. Initially, I never considered gaming and 

cybersecurity as being directly connected, but the more I learned, the more I saw how the skills I 
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honed through gaming pattern recognition, problem-solving, and attention to detail paralleled 

those required in the cybersecurity field. Gaming provided a natural training ground for the 

critical thinking and analytical skills that are crucial for identifying vulnerabilities in digital 

systems.

What struck me most about my journey was how personal interests, particularly gaming, 

had seamlessly evolved into a professional pursuit. The same curiosity that led me to investigate 

in-game exploits helped me recognize the importance of cybersecurity in a broader context. I 

began to see the profession as not just a technical field but as a way to protect individuals, 

businesses, and society from malicious actors who exploit weaknesses in digital systems. My 

journey through ODU’s cybersecurity program deepened this realization, reinforcing the idea 

that cybersecurity is not just about defending systems but about ensuring the integrity and 

trustworthiness of the digital spaces we rely on every day.

With my graduation from ODU on the horizon, I am now focused on securing an 

internship to further solidify my career path in cybersecurity. An internship will provide me with 

practical, hands-on experience in real-world security scenarios. I am particularly interested in 

pursuing a role as a Cybersecurity/Threat Analyst, where I can apply my analytical skills to 

identify vulnerabilities, detect potential threats, and help safeguard digital systems.

As I look forward to the future, I am reminded of how far I’ve come since that evening of 

gaming. My interest in uncovering game exploits has evolved into a passion for cybersecurity, 

and every step I’ve taken from my academic coursework to my growing professional goals—has 
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been shaped by that initial curiosity. The skills I developed through gaming analysis, pattern 

recognition, and problem-solving continue to play a central role in my academic success and will 

be essential as I begin my professional career.

Reflecting on my journey, I realize that my path to cybersecurity began in a very unlikely 

place: a competitive online game. What started as a simple interest in gaming turned into a 

fascination with network security and a pursuit of a career in protecting digital systems. The 

analytical mindset and technical skills I developed through gaming helped shape my academic 

interests and have become the foundation of my professional aspirations. As I continue to 

develop my skills and experience, I am excited to contribute to the cybersecurity field, protecting 

the digital spaces we all depend on. From pixels to protection, my journey demonstrates the 

power of curiosity and how personal passions can lead to meaningful career paths.
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