
Here is my ranking and explanation of the motives behind hacking/cybercrime based on the articles: 

 

Psychological drivers (https://www.infosecurity-magazine.com/news/what-drives-hackers-to-a-life-of/) - 

The article provides insights from interviews and research suggesting motivations like revenge, ego, 

thrill-seeking which make psychological sense as primary drivers. 

 

Financial gain (https://threatresearch.ext.hp.com/sex-drugs-and-toilet-rolls-how-cybercriminals-spend-

their-money-infographic/) - While some spend on pleasures, many convert earnings to investments, 

suggesting financial motivation. 

 

Technical skill/challenge (https://9to5mac.com/2021/07/19/man-behind-linkedin-scraping/) - The 

hacker described the LinkedIn scraping as complex, suggesting he was motivated by technical ability to 

accomplish it. 

 

Protest/activism (https://economictimes.indiatimes.com/magazines/panache/new-generation-of-angry-

youthful-hackers-join-the-hacktivism-wave-adding-to-cyber-security-woes/articleshow/81707844.cms) - 

Hacktivism is understood as politically motivated, making protest a clear driver. 

 

Unstructured time (https://heraldlive.co.za/news/2021-05-31-cyberbullying-and-online-sexual-

grooming-of-children-on-the-increase/) - The article connects increased online risks for children to 

boredom, suggesting lack of alternatives could motivate risky online behavior. 

 

Revenge/retribution (https://newsfromwales.co.uk/news/revenge-porn-victims-in-wales-often-feel-let-

down-by-the-law-as-cybercrime-slips-through-the-net/) - While the article focuses on victims, revenge 

could certainly motivate the distribution of intimate content. 

 

Fun/thrill-seeking (https://www.theregister.com/2021/06/30/bradley_niblock_election_ddos/) - The 

relatively minor DDoS attack and impact suggests fun or thrill-seeking over other motives. 


