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Problem statement 

The purpose of this project is to create a random password generator using Python that is 
able to make stronger passwords faster and easier than creating a password manually and 
to test the password strength using a password strength checker also created in Python. 

 

Hardware and Software Details 

The hardware that was used to conduct this group project was a Dell Inspiron 15 5000 
laptop with 11th Gen Intel(R) Core(TM) i5-1135G7 @ 2.40GHz  1.38 GHz processor and 64-
bit operating system. The operating system used was Windows 11 pro version 22H2. The 
software that was used to conduct the programming for both the Random Password 
Generator and the Password Strength Checker was PyCharm 2022.2.2 (Community Edition) 
Build #PC-222.4167.33 

 

Results and Discussion 

Password Generator Program (Python): 

 

Password Generator Run Results (Python): 
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Password Strength Checker Program (Python): 
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Password Strength Checker Run Results (Python): 

 

The random password generator program successfully created passwords based on the 
above results. The generator was run three times, the first run with five passwords created 
with a length of 16, the second run with eight passwords created with a length of 20, and 
the third run was with zero passwords created to test the exit function from the loop. 

The password strength checker program successfully checked and scored the inputted 
password based on the above results. One of the passwords that was created from the 
random password generator was inputted into the password strength checker and scored a 
30 out of 30 for password strength. The results showed and demonstrated that the random 
password generator and the password strength checker both were programmed correctly 
and executed their respective programs successfully. Using the class material that was given 
and also taught throughout the semester, along with the internet as a resource, this 
project’s level of complexity was moderate. The reason this project is considered moderate 
is because of the creation of two separate programs, the password generator and the 
checker to test the password’s strength. Each program has its differences, but being that we 
were taught these concepts during the semester and allowed to practice these concepts 
during class made understanding each line of code needed easier and easier to explain. One 
of either program could have been done easily and verified using an online resource, but 
executing both programs allowed for the opportunity to continue to become more 
proficient in using Python.   
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