
Brandon Harris          1
9/3/2024
Cybersecurity Internship 

Reflection Paper One

 I am currently a cybersecurity engineer intern at Leidos, which is a major defense contracting 

organization and due to the nature of my work, I can’t discuss specific tools, but I can share that 

my recent tasking involved configuring a Security Information and Event Management (SIEM) 

system. This system is essential for analyzing logs from various systems to detect malicious 

activity. The task required me to ingest logs from different systems and create alerts and 

dashboards that trigger when specific criteria are met. This experience allowed me to work with 

a range of technologies, from Linux to Windows, and apply the system administration skills I’ve 

acquired both on my own and in my classes at ODU. When creating the alerts and dashboards for

when certain criteria were met I got to learn about the query language for the SIEM we are using 

and got to see examples of what cyber attacks look like against an enterprise environment for 

example I saw brute forcing, command injection attacks, and what it looks when attackers are 

using automated fools to fuzz or throw random malicious strings of information at systems to see

what gives them a foothold into a system but due to the talented and smart people I work around 

none of these attacks succeeded and I was able to create the alerts so that in case one of the 

attacks are successful we will instantly know and take action to prevent them from doing any 

more harm to the network or its users. 

In conclusion, this internship is allowing me to apply classroom knowledge in a real-world 

setting, configuring an SIEM and contributing to the defense of critical networks. This 

experience has deepened my understanding of cybersecurity and has shown me the importance 

of hands-on learning.


