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Cyber technology has paved many routes and created all kinds of ways malicious activity and workplace deviance can occur. Hackers sometimes have the ability to connect with the network and get access to things they shouldn't be allowed to use/control/see. It could be pretty basic like someone accidentally opening a phishing email or complicated like a hacker sending a denial of service attack to a network service. Cyber technology has created so many positive and helpful advancements to make workplaces more and more efficient. But this technology I can also get in the hands of hackers and make it very hard to protect data and anything else in a workplace.
Other examples of workplace deviance could be employees not knowing how to use the technology and either ruining it or malfunctioning it which could cause major damage. Another example of cyber technology causing deviance is employees not being trained for the job and for security. One employee might have access to some things other employees don't, although the confidential aspect is unknown to the employees because of the unorganized. The information security should've been taught efficiently and wasn't, therefore causing information that needs to be kept getting out. Overall, cyber technology's impact on workplace deviance is significant because the amount of positive (and negative) consequences and opportunities it gives is so important to the workplace overall.

