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Ranking Individual Motives

Starting off with the least senseful motive, revenge. In my opinion, revengeful acts many times involve physical altercations, or maybe someone suing someone. I feel like revenge isn’t the best category/reason for people committing cyber-crimes. Although I’m sure people do it, I think it’s the least motive that makes sense for cyber-attacks on this list.

The next motive is political. Yes, I do feel like there is a lot of political cyber violence and it indeed happens a lot. Political parties from other countries can even interfere with other countries for political reasons. However, I feel a political motive is much less more of a motive then the following motives.

The next motive would be recognition. Some people want popularity. Some people want the world to know what they can accomplish. For cyber-crime, illegal attacks get a lot of media attention and maybe that is what attackers want, attention around themselves.

The next motive making the most sense is boredom. I feel like a lot of people are bored and are also sometimes smart. They learn how to hack and maybe learn to be able to hack websites with ease. They begin doing it routinely because it is fun. Why would it be fun? Because he/she is good at it. Most of the time if someone is talented with something, they stick with it, yet in this case, it is illegal.

The next motive making the most sense for cyber attackers is for entertainment. Being good at hacking can of course be fun if you are good at it. Whether or not a hacker is doing it for legal or illegal purposes, I am sure they enjoy doing it because they are good at it and that makes it fun. The more they do it the better they get and the more fun they have. Having fun with something you are doing is hard to strain away from when you are lost in the excitement.

The next motive would be for money. I think when hackers realize they are capable of hacking the first idea they think of is: can they accomplish hacking a website/company for money? Most of the time, when a hacker realizes how easy it is to hack something and receive money with their skills, they succumb and hack for money.

The overall reason I think makes the most sense is multiple reasons. Someone that’s very bored who is good at hacking could hack a system for money, while doing it because it entertains them, and because the company’s system has so much publicity. I think each hacker performing their capabilities do it for a majority of multiple reasons.