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	This article heavily tries to help readers understand why the social aspect of cybersecurity is so important. It shows how almost everything in Cybersecurity can be affected by social limitations, and how studying the way people act online is very important to being able to ‘forecast’ future attacks. Knowing how these people think is far more important than knowing where they’re at for example. Knowing how the hackers think can directly help situations where the company doesn’t know when or how someone is attacking. This article also tries to explain that we are entering a new world of combat and war. It isn’t physical, however, it is over the screen. The article called it the ‘Information War” and explains how that is the war we are in right now. It explains how power is available by means of the internet and information, which is scary when countries like Russia and North Korea allow illegal hacking companies to hack other companies, for information. The more information, the more power. So studying these social aspects of Cybersecurity is one of the best things we can possibly do, as understanding when and how they will attack will deplete their attempt to steal information. Overall, this article heavily tries to persuade people to understand how dangerous the world and information is becoming over the screen and internet. Before people realize it, all information will be seized by other countries’ governments simply because no one understood how dangerous things can be if you are untrained and in a cyber environment.
