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Abstract
	Before I dive into my journey towards cybersecurity, I want to introduce myself. My name is Brayden Thompson and I am going into my senior year at Old Dominion University, located in Norfolk, Virginia. I am 20 years old and enticed to learn throughout this cybersecurity experience. I have always been a tad clueless as far as what I want to precisely do for my career, but that is kind of the way I do things. I believe if I work hard and have faith, good things will come my way through experience, training, and effort. In other words, although I do not know my exact ideal of a career, I am excited to pursue options and learn from them to be the person I want to be when I am older. 

.How I Became Interested in Cybersecurity
	To start off clear, my father is a network engineer and works sub-contracts under the military. That is the main reason I became interested in cybersecurity and it’s involvement in the future. I saw the potential cybersecurity is going to have on the world and I want to take advantage of that premise. Security is one of the most important things in the world, and with the amount of people using cyberspace increasing every year, it won’t be long before internet security will be more needed and valuable than physical security. I also have always been interested in computers, networking, various types of receivers, etc. so when I got the idea of pursuing cybersecurity, you could say it “fit my resume”. Overall, cybersecurity interested me because of my father’s career, its limitless and valuable potential, and my overall interest in what cybersecurity entails. I am excited to pursue this career and begin my experience. 
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Learning Experience
	I began exploring cybersecurity my senior year of high school and talked to my counselor repeatedly about the steps needed to begin learning. She recommended Old Dominion University as it is close and it is a very high rated school for learning cybersecurity. My other option was James Madison University, as this school didn’t have as well of a cybersecurity program but it did have my friends. Ultimately, I chose Old Dominion University for personal reasons. 
	My first year at ODU was very basic but productive. I enrolled in mainly Gen-Ed classes to get these out of the way early on. These classes included English composition and literacy classes, calculus review classes, information technology classes, and others involving the same idea as the classes previously mentioned. I did well my first year at the school, learning basic information about networking and how computers talk to each other, as well as English and math courses to help increase my overall knowledge and help me communicate with people.  During my second semester, I enrolled in a basic cybersecurity class studying human factors and why practicing safe cybersecurity practices can help limit issues within a cyber environment. This was, I would say, my first true cyber course, although it barely scratched the surface. An oceanography course was also completed as well as a lab in this second semester as well, studying the ocean and marine life as well as its ecosystems.  
	My second year at ODU was more difficult. I finished my Gen-Ed classes in the first semester, while also enrolling in a beginner cyber course also studying human factors and overall starting my cybersecurity learning experience. In this cyber course, I studied why humans are the number one reason for errors and weaknesses/vulnerabilities in a cyber environment. I also studied how to limit these errors and learned why they are so important to put effort into keeping them at a minimum. The final Gen-Ed classes included public speaking, which was tediously annoying, and earth science, where I studied plate tectonics and the planet’s history. I enjoyed these classes as they fit well in my schedule, I was able to completely focus on each one at a time; something I am usually not good at. My second semester got harder, as more of the classes were cyber-focused. I learned beginner python techniques as well as Linux system techniques, mainly observing them and learning what they are and what they’re capable of. This interested me as I also learned having skills in python (which is a high-level programming language) is very valuable and can make people a lot of money. Learning python was difficult but once I got a small hang of it, I could understand why people get paid when they show their skill in it. The other cyber course involved more cybersecurity lecturing, involving protecting cyber environments and what pre-cautions to put in place to prevent things like zero-day attacks. Having the skills and knowledge to be able to explain or implement these pre-cautions can make people money and land them jobs. This is probably the point into when my cybersecurity learning experience really started to dive deep, leading into my next semester, or my junior year. 
	My junior year at Old Dominion University was easily my hardest two semesters. The first semester included three cybersecurity-focused classes, along with one information technology-focused class. The IT class was challenging, deriving the most work out of me. This class needed extra attention and effort, resulting in me behind somewhat behind in my three other classes. The three cybersecurity-focused classes included applied machine learning, cyber fundamentals, and cyber strategy and policy. The cyber policy and cyber fundamentals classes were somewhat easy. The applied machine learning was difficult as the teacher was hard to understand and for that certain type of material, she just wasn’t capable of teaching it. These four classes simultaneously made me understand the upgraded level of focus and effort needed to be successful in these classes. It also prepared me for the next semester: the hardest semester of college I’ve had yet. The second semester included three cybersecurity-focused classes, along with one IT class. The three cybersecurity classes consisted of a cyber techniques & operations class, a cyber law class, and finally a cyber risk management class. These three classes were very difficult, requiring me to focus and stay on task throughout the semester. The cyber techniques and operations class, in particular, was the hardest class I have taken to this date. It made me realize I am not good at certain cyber operations, as well as the teacher / teacher’s assistants barely cooperating or helping. I managed to scrap by and get help from other students, barely passing the class. The other two were still difficult, but I was very successful in them, nonetheless. The IT class consisted of a great teacher who provided strong lectures, helping me be successful in the class. I learned about wiring, levels of cybersecurity, hubs and switches, ethernet & its capabilities, the TCP/IP 7-layer model and much more. This class really dug into network functions and how networks communicate with each other. I would likely say this class taught me the most about widespread cybersecurity. 
Conclusion
Overall, these three years of experience helped me learn and become capable of pursuing a career in cybersecurity. It helped me understand networking concepts, programming languages, simple virtual machine usage, and much more that isn’t the necessity of diving into in this paper. The hands-on classes prepared me to be successful in the real world, helping me understand what is going to be needed when I land a job in the cyber field. It also provided me with practical situations preparing me for difficult problems that will need solving at the jobsite. From starting off with basic courses involving science and math, to entering difficult courses designed to teach me how to build programs in Python, this experience was proportionately beneficial and I am glad I chose this path in cybersecurity. My goal, once my degree requirements are met, is to land a job and climb my ranks as well as prove I am hard worker and will put effort into something even though I don’t know how to do it. 
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