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 EDUCATION 
 OLD DOMINION UNIVERSITY:                                                                                        AUGUST 2020 –FALL 2022 

 Bachelor of Science:  Cybersecurity                                                             Minor:  Information Systems and Technology 

GPA: 3.52 

Honors/Awards: Cum Laude, Dean’s List (Fall 2020), Tau Sigma National Honor Society 

Relevant Coursework:  Cybersecurity Fundamentals; Introduction to Information Systems (IS); Intro to Object Oriented 

Programming (OOP); Cybersecurity Techniques and Operations; Ethical Hacking and Penetration Testing; Introduction 

to Networking and Security; Information Assurance for Cybersecurity; Enterprise Cyber Defense (IP); System Analysis 

and Design; Database Concepts; Management of Information Security (IP); Red Hat Linux Sys Admin (IP). 

  TIDEWATER COMMUNITY COLLEGE:                                                                        AUGUST 2018 – MAY 2020 

 Associate of Science:  General Studies 

          Honors/Awards: Cum Laude; Dean’s List (Spring 2018)         

 

 COMPTIA SECURITY + CE                                                                                                AUGUST 2022 

Exam:  Sy601 

Information Assurance Technician level:  2 

 EXPERIENCE 

Huntington Ingalls Industries, Mission Technologies, Unmanned Systems Group: Virginia Beach, VA 

Cyber Intern: August 2021-Present 

• Evaluation of system compliance using a SCAP scanner and STIG viewer for auditing, documenting, and 

reporting security configurations. 

• Enforcement of organizational policy with the creation and distribution of user guidance documentation. 

• Creation of a secure image repository for efficient deployment of hardened standalone information systems.  

• Create standard operating procedures guiding end users to complete job functions while maintaining security 

compliance. 

• Resolve user access requests using a ticketing system while upholding service level agreements. 

• Implement DISA STIGs as baseline configurations for secure computer assets. 

• Artifact management in DoD eMASS. 

  

 

 SOFTWARE/TOOLS 

• Microsoft Office Suite 2016 • Security Content Automation Protocol scanner 

• Nessus • STIG viewer and checklist creation 

• DoD eMASS • Wireshark 

• OS Windows /Linux Distros 

• Snort IDS 

• Virtualization technology  

• Firewalls 
 

 SKILLS/STRENGTHS 

• Detail Oriented • Problem-Solving  

• Critical Thinking 

• Adaptable 

• Strong Verbal/Written Communication 

• Team Player 

 

 
 


