
Produce your annotated bibliography on four scholarly articles that 

deal with Social Science and Cybersecurity 

 

 

1) Triplett, W. J. (2022, July 22). (PDF) addressing human factors in cybersecurity leadership. 

https://www.researchgate.net/publication/362195376_Addressing_Human_Factors_in_Cybe

rsecurity_Leadership 

This article examines human behavior and how it influences the cybersecurity problems that 

currently affect us. Cybersecurity has changed dramatically, as have the challenges faced by 

organizations. The paper also talks about a study conducted to reveal human inaccuracies. Humans 

are considered to be one of the biggest issues when it comes to data transmission. It also sheds light 

on all those factors that affect information security within an organization, such as strategic 

communication, security awareness trainings, the influence of social environments, etc. 

 

2) Dupont, B., Fortin, F., & Leukfeldt, R. (2024, February 29). Broadening our understanding 

of cybercrime and its ... 

https://www.tandfonline.com/doi/full/10.1080/0735648X.2024.2323872 

This article talks about the various facets of cybercrime including its influence on  individuals, 

society, and organizations. It also examines the legal problems associated with cybercrime, 

forecasts for how it will evolve in the future, how technological developmnents might influence 

cybercriminal activity, and the instruments used to prevent and diminish cyberattacks. Furthermore, 

the article examines the current issues in the realm of cybersecurity while also raising awareness 

about the future of cybercrime. 

 

3) Ventre, D. (2020). Front matter. (H. Loiseau, D. Ventre, & H. Haden, Eds.).Cybersecurity in 

Humanities and Social Sciences. https://doi.org/10.1002/9781119777588.fmatter 

The article Cybersecurity in Humanities and Social Sciences looks into the relationship between 

cybersecurity, human behavior, and societal constructions, all of which fall under the categories of 

social science and humanities. In addition, interviews, surveys, and historical research, are all ways 

that help better understand cybersecurity challenges. 
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4) Hong, W. C. H., Chi, C., Liu, J., Zhang, Y., Lei, V. N.-L., & Xu, X. (2022, June 30). The 

influence of social education level on cybersecurity awareness and behaviour: A 

comparative study of university students and working graduates - education and Information 

Technologies. SpringerLink. https://link.springer.com/article/10.1007/s10639-022-11121-5 

 

This article discusses the impact that the level of social education has on cybersecurity awareness. 

Moreover, it draws comparisons between university students and working graduates by examining  

how each group responds to cybersecurity practices such as updating systems, their level of 

awareness based on life experiences and the phases they are currently facing, and how these two 

groups (university students and working graduates) manage threats, malware, and data breaches. 

Finally, the article recommends policies or educational initiatives to help both groups improve. 

https://link.springer.com/article/10.1007/s10639-022-11121-5

