
Trinity Watson
4/2/25
Week 11 - Journal Entry 11

Cybersecurity Analysts act as the first line of defense against cyber threats. They monitor 
networks, respond to incidents such as phishing attacks, and assess vulnerabilities. Duties may 
include providing user training, handling paperwork, researching security flaws, and patching 
vulnerabilities, depending on the specific company and role. The title of Cybersecurity Analyst 
can vary by company, with roles sometimes referred to as IT Analyst, Incident Response 
Analyst, or Security Analyst. The exact responsibilities can differ significantly based on the 
organization and its specific security needs. Social themes that arise is building a professional 
network, engaging in community events, technical meetups, and online forums. 


