
Trinity Watson
1/21/25
Journal entry

Certain areas that I would focus my career on are cybersecurity policy and planning, 
which are responsible for developing and maintaining cybersecurity plans, strategy, and 
policy to support and align with organizational cybersecurity initiatives and regulatory 
compliance. I say this because there are many tasks available, and I want to be kept on 
my feet. These tasks include determining the operational and safety impacts of 
cybersecurity lapses, researching new vulnerabilities in emerging technologies, 
determining if cybersecurity workforce management policies and procedures comply 
with legal and organizational requirements, and much more. An area that would appeal 
most to me is finding out the vulnerabilities and how they can affect a company. Now, a 
task that would appeal to me less is conducting cybersecurity workforce assessments 
because I feel as if that takes a lot of work to pursue. Overall, I would need knowledge 
of computer networking protocols to focus on this career.


