	An area from the NICE cybersecurity framework that I would like to focus my career on would be threat analysis.  Analytics has always been a field I’ve been interested in, as before I decided to major in cybersecurity, I was interested in data analytics.  A threat analyst is defined as someone who “Identifies and assesses the capabilities and activities of cybersecurity criminals or foreign intelligence entities; produces findings to help initialize or support law enforcement and counterintelligence investigations or activities.”  Being involved in cyber law has always interested me as the criminal part of cybersecurity is what drew me to the field.  Watching cybersecurity related incidents in the news is what led me to see the importance of the field as the world continues to grow more reliant on technology.
	One of the areas that I liked the least from the framework was Language analysis. A language analysis was defined as someone who “applies language, cultural, and technical expertise to support information collection, analysis, and other cybersecurity activities.”.  Although it seems like an interesting field, the lack of a technological aspect in the career is what caused me to steer away from it, as I feel it would better suit someone with a different major.   



