| believe the five most serious violations is faking your identity online, recording a VolP
call online, collecting information about children, illegal searches, and using other people’s
internet without consent.

Although faking your identity can be a spectrum, from putting in a false age on a
website to actually trying to impersonate someone else. Impersonating someone else is a
severe offense, as you can cause serious damage to their reputation.

Recording a VolIP call seems to be one of the less severe violations on this list it is still a
deceiving act. Recording calls on the internet without one’s opinion is not only illegal, but an
invasion of the individual’s privacy. Sharing these recorded calls without the knowledge or
consent of the individual is a violation of internet safety and privacy.

Collecting information about minors is one of the more serious violations on this list.
Even if someone’s intentions might not necessarily be bad, it is still evident that the collection
of data on minors can lead to putting children at risk, especially if this information is made
public or shared.

Illegal searches can be extremely dangerous or completely harmless depending on
intent. Googling things such as “how to build a bomb” can be a harmless prank to see what
may come up or there could be serious bad intentions around it. The importance of this act
being legal is still evident by the possibility of someone attempting to see if the online bomb
tutorial is legit, which could cause serious violent outcomes.

Finally, the last offense on the list that | found to be severe is using other’s internet
without their knowledge or consent. While this may seem as more of an inconsiderate act then
a crime, it is important to note that this can be how malware can be implanted on internets or
devices. Accessing an internet network without the consent of the owner can compromise
their network safety as well as your own, as one of the key rules of cybersecurity is not to
connect to untrusted networks.



