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SCADA Systems 
BLUF: SCADA systems oversee and control industrial processes, helping 

operators make decisions by coordinating and monitoring processes based on collected 

data.  

What are SCADA Systems? 

Supervisory Control and Data Acquisition, also known as SCADA systems, 

control, monitor, and analyze industrial processes across the globe (SCADA Systems - 

SCADA Systems, 2025). 

SCADA Systems Elements 

SCADA systems flow information from remote plants such as Sensors, 

Actuators, and PLCs to Remote Terminal Units (RTUs) and Telecommunication 

Systems. The data is then transferred to Headquarters or SCADA Clients & Servers 

(SCADA Systems - SCADA Systems, 2025). 

Remote Plants 

Components categorized as remote plants include sensors, actuators, and 

PLCs. Sensors can vary by what they are designed to detect. Some types of 

sensors include pressure sensors, water-level sensors, temperature sensors, 

wind speed sensors, distance sensors, and several others. (SCADA Systems - 

SCADA Systems, 2025). 



Actuators are machine components responsible for moving and controlling 

a mechanism or system. Examples of actuators are valves, pumps, and motors. 

In addition, alarms like Good alarms and Critical failure alarms can be 

categorized under actuators (SCADA Systems - SCADA Systems, 2025). 

Programmable Logic Controllers, or PLCs, are a product of the 

advancement from traditional relays to industrial digital computers. PLCs include 

control of manufacturing processes such as assembly lines and robotic devices. 

PLCs work to make communication smoother, and they take action based on 

their inputs (SCADA Systems - SCADA Systems, 2025). 

Information Flow 

The transmission of information occurs through Remote Terminal Units 

and Telecommunication systems. Remote Terminal Units, also known as RTUs, 

are expandable, electronic devices programmed with intelligent microprocessors. 

These devices obtain information from field devices like sensors, and handle 

alarms and data logging. Systems used for or classified under communication 

include the internet, cellular networks, radio modems, and switched telephone 

networks (SCADA Systems - SCADA Systems, 2025). 

Headquarters 

Headquarters refers to and contains the SCADA Clients and Servers on 

the receiving end of the SCADA process. SCADA Clients and Servers receive 

data and information processed, collected, and shared from remote plants and 

flow through RTUs and Telecommunication systems. Found here are Front End 

Processors and Servers (SCADA Systems - SCADA Systems, 2025). 

Front-end processors gather and modify all communications into 

SCADA-appropriate communication. RTU channels and the host Master Station 

computer collaborate and communicate (SCADA Systems - SCADA Systems, 

2025). 



SCADA Servers log and analyze data, act as real-time decision makers, 

and obtain information from RTUs. Historical, safety, and redundant are types of 

servers. Data logged from SCADA servers can be stored as backup for 

emergencies (SCADA Systems - SCADA Systems, 2025). 

SCADA Vulnerabilities 

 There’s been an increase in SCADA attacks, and data is seemingly foreseeing a 
strong likelihood for a major IoT breach in the future. SCADA systems face several 
vulnerabilities and security risks, including weak physical protection, outdated devices 
and systems, hard-to-upgrade devices, poor password management, overridden 
systems, and limited firewall options. Some examples of these security risks include: 
(SCADA Systems - SCADA Systems, 2025). 

Weak Physical Security 
  Cyber systems distributed over large physical systems such as power, 
water, transportation, and agricultural systems can be difficult to protect and manage.  

Outdated Devices and Systems 
  Outdated systems and devices can interfere with the success and 
usefulness of the device or system. The security measures and implementations meant 
to protect these devices are also out of date, putting the systems at risk for threats, 
vulnerabilities, and errors. 

Poor Password Management 
  Easy to breach passwords, sharing passwords, difficulty managing 
passwords for various devices, and failure to update passwords often put systems and 
devices at risk for cyberattacks and threats.  

 Limited Firewall Options 
  Limited firewall options can lead to congested networks and cause 
network outages, negatively impacting critical control traffic. 

SCADA Security Issues 
Despite misconceptions about their security, SCADA systems, which control 

critical infrastructure, are increasingly vulnerable to cyberterrorism and cyberwarfare 

attacks. The main threats include unauthorized software access and vulnerabilities in 



packet control protocols, allowing malicious manipulation of SCADA devices. To 

mitigate these risks, vendors are developing specialized VPNs, firewalls, and 

whitelisting solutions to prevent unauthorized access and changes. (SCADA Systems - 

SCADA Systems, 2025) 

Conclusion  

SCADA systems are crucial in enhancing the efficiency and reliability of industrial 

control systems and processes. By providing real-time monitoring, data collection, and 

automated control, SCADA systems enable operators to make informed decisions, 

optimize operations, and ensure the smooth functioning of critical infrastructure such as 

water treatment, power generation, and manufacturing. Their integration with modern 

communication protocols and cybersecurity measures further strengthens their ability to 

safeguard and manage complex industrial environments. 
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