
One way researchers may use the information presented by the website could be to 

estimate where future breaches may occur. For example, if a majority of attacks happen in the 

state of New York, researchers may prioritize protection for systems in New York. Another use 

that researchers may use the information presented by the website would be by figuring out what 

companies are being targeted. For instance, if researchers know that government organizations 

are being targeted by threat actors, they can add more protection to Government organizations to 

help prevent breaches. An added use that publicly available information about data breaches can 

aid researchers would be by practicing specific procedures to follow during specific data 

breaches. For example, if a company is hit with a DISK breach, researchers may improve or find 

ways that can help to protect and prevent future DISK breaches. 


