
This article shows how social cybersecurity in the future will eventually become a new 

weapon that will target the people of many countries during future wars. As mentioned in the 

article, social cybersecurity and cybersecurity are different in the sense that “traditional 

cybersecurity involves humans using technology to “hack” technology” (Beskow & Carley, 

2019); while social cybersecurity deals with “humans using technology to “hack” other humans” 

Beskow & Carley, 2019). As this new weakness becomes more prevalent as technology becomes 

more available and better, social cybersecurity will impact many more nations and their people. 

As mentioned in the article, the best way to help mitigate and help stop social cybersecurity from 

becoming a bigger weapon would be by education the military force to see social cybersecurity 

in a multimilitary approach and as also said in the article “We must seek to remove any wedge of 

distrust artificially driven between our military and the society we defend” (Beskow & Carley, 

2019). 
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