Journal entry #1

Digital Forensics
A certain area [ would like to focus my career on relating to cybersecurity is digital forensics.
According to the NICE workforce framework, digital forensics analyzes digital events and
investigates computer security. The knowledge that is required to go down this career path would
be computer networking concepts, and knowing laws, regulations, and policies. Some skills
required for this are being able to collect and store digital evidence, using different forensic tools,
and using different virtual machines. One part of cybersecurity that I’m not interested in is
software development. Software developers essentially build and develop new codes or modify
existing ones to make sure that certain software is working properly. I can appreciate the work

behind different types of cybersecurity development but it's not something I want to be a part of.



