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One way to tell if a website is fake is the domain name. An example of this can be something as simple as changing the top-level domain from .com to .org or adding an extra letter or removing a letter from the domain name. One example is with replacing the letter “l” in PayPal with the number “1”, making the domain name “paypa1.com”. Another way is to check the SSL certificate of the website. Some websites that are fake don’t have a certificate or might produce a fake one. Checking the certificate by clicking on the site information can tell you more about the security of a website. To see if a website has a web certificate, it should start with “https” instead of “http”, indicating it’s protected by SSL. Other ways to check if a website is fake include incorrect or missing information on the webpage, including missing contact information, about page, or privacy policy. Some websites might entice you into something that may seem too good to be true. If you sense that it is, you might be right. That’s how scammers get away with a lot of scams by giving out deceitfully lucrative offers on their sites. 
