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I ran the nmap 
command and 
afterwards I verified 
that the 445/tcp port is 
open. 
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Here I searched the for the 
ms08_067_netapi exploit 
module.  
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Here I set the 
meterpreter 
reverse_tcp as the 
payload.
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Here I configured 
the settings and ran 
the exploit on the 
target. 



In this screenshot 
you can see that I set 
the correct 
parameters by using 
the set rhosts, set l 
hosts, set lport 
commands along 
with searching the 
commands to set the 
payload and search 
the exploit module. 



In this screenshot you can 
see that I set the correct 
parameters by using the 
set rhosts, set l hosts, set 
lport commands along 
with searching the 
commands to set the 
payload and search the 
exploit module. 
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Here we can see 
that I executed the 
correct commands 
to gain all of the 
information that 
was stored on the 
virtual machine. 
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Here is where  
I told 
msfvenom to 
make the exe 
file so that I 
could 
complete the 
tcp reverse 
connection. 



Here is where I 
made the file 
so that it can 
be uploaded 
once the tcp 
connection 
exploit was 
finished but I 
could not 
connect to the 
Internet on 
virtual 
machine on 
windows 7. 



Here I set the 
parameters to the 
correct setting and 
started the reverse 
tcp connection. 



I tried to follow the notes that were in the module and the 
apache connection was not working for me either. 
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You need to login to Windows 7 to access the website hosted on the attacker machine. 
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