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Professional Summary 
Cybersecurity professional and former U.S. Navy Information Systems Technician with 9 years 
of progressive IT experience in high-security environments. Specialized in cybersecurity 
operations, network infrastructure, vulnerability management, and mobile communications. 
Demonstrated leadership in global communications, incident response, and system hardening. 
Adept at translating mission-critical objectives into secure, scalable technology solutions. 
Recognized with multiple military commendations for technical excellence, initiative, and team 
leadership. 

Core Competencies 
• Cybersecurity Operations & Threat Mitigation 
• Information Assurance & Risk Management 
• Network Administration 
• Mobile Communications 
• Secure Communications (Classified/Unclassified Networks) 
• Identity & Access Management 
• IT Service Management (Help Desk, Incident Response) 
• System Hardening & Patch Management 
• Leadership, Training, & Cross-Functional Team Coordination 

Professional Experience 

Information Systems Technician 
U.S. Navy – Various Global Locations (Home Station: San Diego, CA) | Jun 2014 – Jul 2023 

• Managed and secured classified and unclassified DoD networks supporting global Navy 
missions. 

• Maintained the cybersecurity posture of enterprise networks by conducting vulnerability 
scans, log analysis, and patching. 

• Administered Active Directory, group policy objects (GPOs), and implemented identity 
and access control measures. 

• Supported the planning and implementation of IT transformation projects to modernize 
legacy systems. 

• Operated and maintained tactical and shore-based communication systems including 
routers, switches, and encryption devices. 



• Spearheaded the development of incident response protocols and supported live incident 
investigations. 

• Collaborated with cybersecurity teams to enforce security controls aligned with DoD 
standards. 

• Supervised and trained junior personnel in network configuration, cybersecurity best 
practices, and Help Desk support. 

• Assisted in strong customer service support and call centers.  
• Ensured compliance with cybersecurity audits and assisted in preparing documentation 

for accreditation and ATOs. 
• Played a key role in developing SOPs for secure IT system operations and maintenance. 

Education 
Old Dominion University – Norfolk, VA 

• Bachelor of Science in Cybersecurity (In Progress) 
• Sep 2023 – Present | Anticipated graduation: Dec 2025 | GPA: 3.7  

US Navy Information Warfare Training Command – San Diego, CA 

• Network Security, Cyber Defense Training 
• Mar 2020 – Jun 2020 

US Navy – Technical Training School – Pensacola, FL 

• Information Systems Technician A-School 
• CompTIA A+ 
• Aug 2014 – Jan 2015 

Certifications 
• CompTIA A+ (Sep 2014 – Sep 2020) 
• CompTIA Sec+ (In Progress) 
• TS/SCI (March 2016 - July 2025) 

Awards 
• Navy and Marine Corps Achievement Medal – For exemplary technical performance in 

security operations. 
• Navy and Marine Corps Commendation Medal – Recognized for leadership and mission-

critical system contributions. 
• Navy and Marine Corps Commendation Medal – Led the revival of team specific 

maintenance systems. 


