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TASK A

1. Print your name and MIDAS ID to the terminal.

2. Navigate to the /etc directory by using the absolute pathname and print the current working
directory.

3. Navigate to the /etc/skel directory by using the relative pathname and print the current
working

directory.

4. Perform a “long display” listing of the ALL files in the current directory.
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$ pwd
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Figure 1 Screenshot for tasks A.1-4

| used Ubuntu 64-bit VM. | opened terminal then, | used the command echo to print my name
and MIDAS ID into the terminal. For the second question, to get to the /etc directory | used a
slash (/) for absolute pathname and for the third question | used the command cd skel to get to
the /etc/skel directory using relative pathname. For question four, I used Is -1 command to “long
display” listing of all files in the current directory.




5. Ping 127.0.0.1 and terminate the process after 10 seconds.
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cyse301@ubuntu: /etc/skel
@ubuntu: $ ping 127.0.0.1
NG 127.0.0.1 (127.0.0.1) 56(84) bytes of data.
bytes from 127.0.60. 1
4 bytes from 1 Y. 2%
0

bytes from 127.0.0.
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bytes from 127.0.0.1: i
- 127.0.0.1 ping statistics ---
packets transmitted, 10 received, 0% packet loss, time 9140ms

rtt min/avg/max/mdev = 18/0.049/0.231/0.061 ms

3" ubuntu:

Figure 2 Screenshot for tasks A.5

I used the ping command to ping the IP address 127.0.0.1. After the process ran for 10 seconds, | pressed
Control + C to terminate the process.




Task B

1. Navigate to your home directory.
2. Make a directory named “Your MIDAS” in your home directory.
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$ mkdir dpateo20
ls
examples.desktop

o)
o
=&
)
o
7
.‘
=

Figure 3 Screenshot for tasks B.1-2

For question 1, | entered the change directory command cd and ~ to get to my home directory.
For question 2, | used the make directory command mkdir to create a directory using my
MIDAS ID. To view the creation of the new directory, | entered the command Is to see a list of
the items in the directory.

3. Copy the /etc/passwd file to the directory created in the previous step.

4. Navigate to the new directory (/fhome/cyse301/ Your_MIDAS) and display the content in this
directory.
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X cyse301@ubuntu: ~/dpate020
$ cd ~
examples.desktop
cp /etc/passwd dpated20
cd dpate©20
S ls
$ s -1
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Figure 4 Screenshot for tasks B.3-4

For question 3, | used the cp command to copy the /etc/passwd file to the (dpate020) directory
created in previous step (this step is marked by a red arrow on the screenshot). For question 4 , to
get to the new directory (dapate020) | used the change directory cd command. To display the
content in the directory, I used the list Is command.




5. Make a backup copy of the passwd file in this directory.

6. Perform a “long display” listing of the ALL files in this directory.
7. Display the first 8 lines of both passwd file and the backup copy.

8. Search “root” in the passwd file.

9. Delete the passwd file

10. Perform a “long display” listing of the ALL files in this directory.

&P Ubuntu 64-bit on CYSE-DPATED20 - Virtual Machine Connection
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@O | un > [
Termina' Terminal File Edit rch Terminal Help
cyse301@ubu ~/dpate020

S cp passwd passwd_bk
S s

$ s -1

-- 1 cyse301 cyse301 2439 Jul 1 19:00 passwd

-- 1 cyse301 cyse301 2439 Jul 1 19:07 passwd_bk

ubuntu: S head -n8 passwd
root:/root:/bin/bash

/bin: /usr/sbin/nologin
v:/usr/sbin/nologin
:/bin:/bin/sync
s:/usr/games: /usr/sbin/nologin
:/var /cache/man: fusr/sbin/nologin
ar/spool/lpd: /usr/sbin/nologin
: € $ head -n8 passwd_bk
root: /root:/bin/bash
:1:1:daemon: Jusr/sbin: /usr/sbin/nologin
2:bin:/bin:/usr/sbin/nologin
v:/usr/sbin/nologin
ync: /bin: /bin/sync
s:/usr/games: /usr/sbin/nologin
:/var /cache/man: fusr/sbin/nologin
ar/spool/lpd: /usr/sbin/nologin
H dpat S grep 'root' passwd
:/ :/bin/bash
:117:124:NetworkManager OpenVPN,,,:/var/lib/openvpn/ch :/bin/false
2 S touch passwd
S 1s
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S rm passwd
$ s

$ s -1

-- 1 cyse301 cyse301 2439 Jul 1 19:07 passwd_bk
)1@ubuntuy’: c0205 Il
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Figure 5 Screenshot for tasks B.5-10

For question 5, I used the cp command as its useful to make a backup copy of a file. | entered the cp
command, then the source_file_path and the destination_file_path to create a backup copy named
passwd_bk. For question 6, | utilized Is -1 command to “long display” listing of all files in the
current directory. For question 7, | used the head command along with -n8 to display only the
first 8 lines of both the passwd file and the (passwd_bk) backup copy. For question 8, to search
for “root” in the passwd file, I utilized the grep command since it searches through the file for
the specified string/characters. For question 9, to delete the passwd file, | used the rm command
along with the passwd file name to delete the file. (I was trying out the touch command when |
before | used the rm command so that is why it is showing on my screenshot). Finally for the last
step I utilized Is -1 command to “long display” listing of all files in the current directory.




