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E N N I O  C R U Z



Children are the most vulnerable and most
impressionable users of the internet and
gathering information about them for me is very
serious because they cannot really understand
how to protect themselves online. Unfortunately
malicious people take advantage of this.
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Collecting information about children

Sharing passwords, addresses, and photos is very
serious because this is a violation of privacy.
Doxing, or revealing an individuals personal address
leaves them vulnerable from malicious people that
can do harm to them like stalkers.
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Sharing passwords, addresses, and
photos of others.

Bullying and Trolling is very serious because of
the nature of the internet. The act of bullying is
magnified by the global reach of the internet and
there are so many perpetrators because of the
anonymity and far proximity in which they can
bully and troll others.
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Bullying and Trolling

Using other people’s internet networks is very
serious because it also violates privacy and an
individuals private property rights. Malicious
individuals can use others internet network to
commit cyber crime and may cause legal issues
for the individual in which network was used. 
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Using other people’s internet networks

Top 5 most serious violations

Recording VoIP call is very serious because it violates
privacy. Individuals should have the right to know
when they are being recorded. Malicious people can
record VoIP calls and use them to extort, harass, and
intimidate other individuals.
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Recording a VoIP call without consent


