
If I had a company, I would definitely implement that all companies no 

matter the amount of employees to have cybersecurity requirements. By doing this, 

it helps keep the security and privacy of anyone's company no matter the size. With 

company policy, I would make sure that only devices that are issued to an 

employee are connected to the network. Within the awareness aspect, I would 

make sure that everybody takes a certification course that involves the different 

aspects that involves how people attack and try to receive information through 

different companies. Within the certification course, depending on the employees 

position in the company, if they are involved in a higher level, then there will be 

higher training for that individual. In the education aspect, all companies should be 

educated and have briefings about the security of the company and what are some 

factors that can help limit the possible security risks. While all companies have 

technology, no outside technology that has not been approved by the company 

should be used for any of the company’s work. In my company, I would definitely 

impose fines to the companies that are not compliant to any rules of the company. I 

feel so heavy about this situation, because in news articles you hear so much about 

the privacy of companies information being leaked, because of employees that are 

not aware of certain security issues within the company.  Also, depending on what 

particular company is, if information about the company is not securely monitored 



or employees are not taking the initiative to protect the information, then the 

company could be at risk for more security issues. 


