Jay Tambe

While I was reading this article I found it very interesting how the intersection of econ
and cybersecurity. In the literature review it highlights the ongoing debate on their effectiveness
and success in the vulnerability of detecting any potential risk and costs. In the discussion I
found how they particularly emphasized the importance of programming designs and hacker
motivations and I found that very intriguing. To me it's clear and simple giving a reward isn't
enough when it comes to communicating with hackers, bounty programming, and building a
collaborative environment; these are policies that are truly crucial. To me if you implement a bug
bounty program it can be valuable in your cybersecurity strategy.



