
The article discusses the growing field of social cybersecurity. Which is about

understanding and speculating how cyber-related changes influence human behavior, society and

culture. It talks about how with the help of technology the government and non-government

organizations can control information on an international scale. Which can affect the landscape

of the modern digital world. In the article, it also highlights Russia’s active involvement in

information warfare and how we should emphasize on how important it is to protect democratic

nations’ principles and basic structures. That is why we need to educate our military personnel,

policymakers and the general public about the complex and regionalized structure of our today’s

technological environment. Lastly, it highlights the importance of carrying out several policies

and guidelines in order to address the risks that social cybersecurity presents.


