
 

TASK A 

Steps 1-2: Used “id” to search up the account information and then “sudo tail” to look up the 

password information( I forgot to use grep in the command) 

 



 

Steps 3-5: I already did the command to make the user but to do it you do “sudo useradd -d 

/home/jhowe005 -m jhowe005 to make both a new directory and a new user after making a 

password.  Then “sudo usermod -s /bin/bash/ jhowe005” to set bash as the default, and then 

“grep jhowe005 /etc/passwd” shows where it is located 



 

Steps 6-8: “ sudo grep jhowe005 /etc/shadow” shows the encrypted and aging passwd for 

jhowe005. Sudo usermod -aG sudo jhowe005 adds it to the sudo group without override, and 

then then “su – jhowe005” switches the user. 

 

TASK B 



 

Steps 1-3: cd changes the directory and I did pwd just to double check, but then echo $shells is 

used to see your current shell that you are using(I wasn’t sure as to why it was blank). “groups 

root “ is used to display the members of the root account. 



 

Steps 4-7: “ls -l /etc/group” lists the different owners. Using “ sudo groupadd -g 01197140 test to 

add the user. Using the “^test “ with the /etc/group shows what is within the “test” and using 

“groupmod -n newtest test” changes the name of it 

 



 

Steps 8-11: “sudo usermod -a -G newtest jhowe005” adds the current account into the second 

member. “touch ~/testfile” adds the new file in the home directory. “ls -l ~testfile” shows 

everything in it, and doing it the second time after deleting newtest just makes the space blank. 



 

Step 12: Using “ sudo userdel -r “ removes the user 

 


