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Professional Summary 

Results-driven Vulnerability Analyst with hands-on experience in IT security, vulnerability 
management, and incident response. Skilled at collaborating with cross-functional teams to 
remediate risks and maintain secure infrastructures in regulated industries. Knowledgeable in 
HIPAA, ISO 27001, SOC 1/2, and HITRUST compliance, with a proven ability to document 
processes and guide best practices. 

 

Professional Experience 

Vulnerability Analyst (Remote)​
 Jobgether (for ARS) — Healthcare Technology Security​
 Date – Present 

●​ Lead and maintain the vulnerability management program to identify, assess, and 
remediate security risks.​
 

●​ Respond to SOC alerts and incidents, collaborating closely with security operations 
teams.​
 

●​ Partner with DevOps, IT, and DBA teams to implement remediation strategies and 
improve security posture.​
 

●​ Create and maintain detailed security documentation; provide guidance on best 
practices to internal teams.​
 

●​ Ensure regulatory compliance across multiple frameworks including HIPAA, ISO 27001, 
SOC 1/2, and HITRUST.​
 

 

Key Skills 



●​ Vulnerability Management & SOC Response​
 

●​ Incident Response & Remediation​
 

●​ Cross-Functional Collaboration (DevOps, IT, DBA)​
 

●​ Compliance: HIPAA, ISO 27001, SOC 1/2, HITRUST​
 

●​ Cloud & Multi-OS Security Knowledge​
 

●​ Technical Documentation & Security Guidance​
 

 

Education 

Old Dominion University — Norfolk, VA​
 Bachelor of Science, Cybersecurity (Expected Dec 2025) 
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