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Rewards 

1. A bonus will be given to all employees 

Why: this acts as an incentive to do good and practice a good level of cybersecurity 

2. For every day there isn’t an incident, employees will receive 2% of profits from that 

month 

Why: this makes it less of a competition and motivates the employees to help one 

another 

3. Recognition of the most helpful employee each month 

Why: In a monthly newsletter, the most helpful employee will be recognized for their 

hard work to keep the cyberspace safe. This will give them a sense of accomplishment 

and motivate them to keep working hard while motivating others the work hard. 

Sanctions 

1. Each employee will start out each month with their full amount of bonus will an X 

amount of money will be deducted for every error made. 

Why: This will help motivate employees to make less errors. 

2. A repeated incident, especially of the same matter may result in suspension 

Why: No one wants suspension especially if they won’t be making money. An employee 

would want to avoid ever being suspended and losing an opportunity to make money. 

3. Employees who continuously lose all their bonus may need to be re-educated 

Why: The employee may need more training or education on the policy and will be 

suspended without pay until training or education is completed on that policy. 


