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At the rate cybercrimes are being punished and how its being enforced, the biggest 

challenge will be preventing and punishing a cyber attack in 20 years. Currently only federal 

government agencies are equipped to deal with cyber-attacks, and even then, they only will deal 

with federal level cybercrimes. Local law enforcement such as the city or state police are 

equipped to deal with cybercrimes. Most of the time when a small business or family home is 

hacked into its unnoticed and when they do notice, it isn’t reported. I think the best way to 

handle this issue is training local law enforcement such as city or state police to deal with this 

crime. Another solution to this growing problem is passing more laws on the cyber space. Both 

passing laws and training law enforcement to enforce these laws could help decrease numbers of 

cyber-attacks. This could also bring more awareness to citizens to practice good cyber security. 

Many People don’t, and end up getting hacked, their information leaked or stole, and even 

loosing valuable data. Increasing the severity of the punishment for those who commit 

cybercrimes and attacks could also decrease the rate of cybercrimes. Just think, if you knew you 

could go to jail for 30 years for stealing someone’s credit card information or someone’s money 

using NFC, would you still commit it? 


