
Kaden Isom 

10/2/2024 

Article Review#1 

Impact of Cybersecurity and AI’s Related Factors on 
Incident Reporting Suspicious Behavior and 

Employees Stress: Moderating Role of Cybersecurity 
Training 

 

Introduction: 
To start things of with this article, it talks about how Cybersecurity is something that in many fields 
is subject to underperformance when it comes to reporting any suspicious or abnormal behavior. 
This article comprises of various accounts and reports from various people who studied and 
researched this phenomenon. For example, one of the accredited studies that is used in this article 
is Nepal et al (2024), and this study surmises that high workloads, time pressure, and a general lack 
of support lead to increased levels of stress among cybersecurity responders. 

 

Body: 
This article tells us objectively that elevated levels of stress lead to an increased level of 
underperformance when it comes to the employees of many different companies across the 
spectrum of business. The article makes good use of all the different sources of information that 
they have drawn upon to glean that when stress levels are high performance suffers. This 
hypothesis seems to be the focus of the article. The way that most of the sources of information 
gain the knowledge that they seek if though anonymous questionnaires that are given to the 
employees of many different companies and businesses, ranging from healthcare to finance. 

 

Body2: 
What is interesting, is that all the questions that are asked are directed to the employees of these 
companies. This gives us a unique insight into the day-to-day life of these people and their 
individual jobs. Not only does it do this, but it also shines light on the fact that society would not 
function properly without these people and the pivotal role that they play in keeping everyone safe 
from cyber threats, both domestic and international. Additionally, the topic of Artificial Intelligence 
is brought up in the article. The article states that many employees and cybersecurity professionals 



may perceive a threat in AI, this can and have led to increased stress levels, especially when those 
professionals need to utilize AI in their work. 

 

Conclusion: 
In Conclusion, when it comes to cybersecurity professionals and the employees of other 
organizations, ranging from fast food workers to healthcare professionals, the topic of elevated 
stress due to working in the field of cybersecurity is one of importance. These are the people who 
are making it possible for everyday operations to run without incident and protect people from 
malicious attacks from hackers to try and steal data or identities. 

 

 Source: 
https://cybercrimejournal.com/menuscript/index.php/cybercrimejournal/article/view/330/99 
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