Article Review 2 – Proposal of a New Framework in Cybercrime

*Introduction*

            Throughout the history of cybercrime and the ways it ties into the legal world. There has always been one thing that stays the same, which is the framework of how they view these crimes. However, in the article review, I will be reviewing a new framework that this small group of authors proposed and how it could lead to a better framework in the future.

*Social Science and the questions*

            Beginning our basic understanding of social science is the basic study of the way our environment and our upbringing led to us interacting with society. From this article one of the main ideas presented was how the cyber victimization framework can be improved upon from the past by looking at newer cases and studying how they were treated. For a big part of the article, the researchers address the model components they proposed, throughout all of them they are examining human behavior and how they help tie into this framework. Throughout these, they mention the RAT and SLT framework and how these models tend to underperform when determining a good answer for the reason why these crimes would happen and how the person would think. This is the reason that the researchers decided to try to form a framework that could appease a lot of the questions the previous frameworks failed to answer.

*Research and Data*

            The formation of this framework came from the creation of components within their model that were then tied together. Beginning the researchers focused on the personality component and the ways it would lead to how humans would interact with cyberspace. One quote supporting how cybercrime even becomes an idea for individuals states “Traits related to impulsivity, risk-taking, antisocial tendencies, negative emotionality, narcissism, and low self-control are linked frequently to cybercrime through various pathways” (Ševčíková, 2016; van Wilsem, 2013). This being the starting point leads to multiple more points that help weave the framework. However, personality seems to be the most important variable as this is the starting point for many of the intentions that criminals may have.

*Relation to Previous Components*

            Module 9 I feel would be the best tie-in for this article. Throughout my reading of the article, it spoke of social norms and the human behavior that form the proposed new framework. The article even has a module on social norms that form the new framework stating, “Social norms also influence the boundaries of behavior, as individuals may feel compelled to conform to or deviate from prevailing norms” (Smith, 2024). I am thankful for learning through this course and how to better understand it.

*Conclusion*

Throughout this article, I found it has a lot of contributions that could help with the understanding of how to punish cybercrime. While this framework does have its flaws, I feel that the module system presented would one day be useful in the future if studied further. Lastly, if we were to enact this framework the accuracy of understanding cybercrime would be higher and could even one day contribute to a society where cybercrime is able to be understood and stopped before it ever happens.
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