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Going into this article with little idea of how bug bounties work I find the article very informative on the ways that a bug bounty can be useful. Bug bounties to me is a policy that companies adopt to incentivize white hat hackers to identify the different vulnerabilities that the company may have within their systems and their infrastructure. One of the key outcomes I find interesting is the revelation that hackers for the most part are not really worried about price. This I find interesting as in majority of cases I have read about it appears funding is the main idea for hackers whether good or bad. While the article does state that they were unable to find and move forward with the ideas the writers had about the bug bounty market and how it impacts the hacker supply. I do find the article has shown a little bit of a better understanding on how the bug bounty market works and how it can be useful. Because if more companies were open to having ethical and background checked hackers infiltrate their systems and find weaknesses within. Then these companies could learn and adapt stronger security for their systems and infrastructure for the future of that company to ensure they do not fall victim to attacks.