
 1a. What URL did you use? What was the IP address? 

 1c. Select the SYN/ACK packet. List the source and dest IP address, the source and dest port
numbers, and the header checksum. 

 1b. Find the frame in which your PC sent the SYN packet. List the source and dest IP address, the
source and dest port numbers, and the header checksum. 

**Screenshot of segment used

www.logitech.com

205.128.94.253

Source IP Address –

205.128.94.253 Dest IP Address –

192.168.1.5

Source IP Address – 192.168.1.5

Dest IP Address – 205.128.94.253

Source port number – 52100 (52100)

Dest Port number – http (80)

Header checksum – 0x0000 [incorrect, should be 0x940f (maybe caused by “IP checksum offload”?)]

Source port number – 52100

(52100) Dest Port number – http

(80)

Header checksum – 0xcbbb

 1d. Select the packet that acknowledges the SYN/ACK segment. List the source and dest IP address,
the source and dest port numbers, and the header checksum.

Source IP Address – 192.168.1.5

Dest IP Address – 205.128.94.253

Source port number – 52100 (52100)

Dest Port number – http (80)

Header checksum – 0x0000 [incorrect, should be 0x9416 (maybe caused by “IP checksum offload”?)]



2. Change the options so that only packets you send are recorded. Do a capture. Click on the window
containing Wireshark and hit Alt-Enter. This captures the window to your clipboard (or use any
snapshot program). Paste it into your homework.
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