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Hello, the reason of this memorandum is to address some significant 

complications that are involved with data protection and privacy. In specific, I plan to 

address what data protection is and the various reasons of why it should be important to 

everyone. I will also ensure to explain what components elaborate the significance and 

will also incorporate examples of how these components are to be used. In conclusion, I 

find it crucial to elaborate you by using personal data to see if it can possibly be used by 

the state of Mongo. 



For a safe environment of a community, it is crucial for the community to protect 

their data and privacy. It should be top priority to ensure a safe community and reduce 

any risk from potential damages. When contributing to data protection one of the crucial 

components is to ensure the prevention of specific pieces of data by ensuring that not 

many individuals have access to that information. In relation to keeping the data 

protection top priority it is crucial to have only a specific group who allowed to access 

the data, while other can ensure to continue to maintain their anonymity. Privacy is the 

assurance that top information is kept a secret from certain individuals “Most of the 

information that is kept from other individuals typically involves some pieces of personal 

data” (Andrew et al., 2021). 

In today’s world privacy is a priority to ensure their protection, it holds a 

significant number of concerns. The world is now more concerned with protecting their 

personal data due to the numerous of damages people have experienced due to failure 

of realizing the importance of ensuring privacy regulations. Constituents should be 

considered with this matter because by ensuring that privacy and protection is top 

priority they can ensure the prevention of identity theft and fraud, helps protect against 

government overreach, ensures the protection of personal information that should be 

shared with the public, and overall promotes public trust. In addition, people are now 

more open to ensuring the protection of their data by providing the protection for data 

such as medical health records, personal financial components and much more. “It has 

been known that there are individuals that can exploit medical health records and that 

can cause serious repercussions for the individual that failed to follow protocols that 

help prevent these scenarios from happening to them (Andrew et al., 2021). In addition 



to this reference, it is significant because it ensures that individuals not only respect 

each other in a physical standpoint, but also ensure to respect each other’s privacy and 

data. There is certain information that should not be expressed to the public due to it 

potentially causing a chaotic neighborhood and promoting for individuals to disrespect 

one another. 

There are many reasons, as I expressed above, why it is important for you as the 

Governor of the state of Mongo to ensure the protection of the privacy and security of 

your citizens personal data. You as the governor of the state hold the power to help lead 

all individuals with the importance to treat everyone with respect and help promote the 

confidence that the citizens need by ensuring that community as a whole participates in 

various activities that can help promote the importance of data protection and privacy. 

Such leadership will help the citizens with their confidence in being able to place their 

ballots for elections without feeling like their privacy is being revoked. 

Although there are many forms of safeguarding personal data, there are also 

several issues that need to be addressed. For instance, Biometric data is information 

from a biological entity or a group of organisms that used in biometric analysis. 

Typically, this is the initial stage of biometric data. This happens because in reference to 

an individual’s thought, biometric information is perceived as unique.  When biometric 

information is leaked to the public this puts the individual in an extremely dangerous 

scenario. “When working with biometric data it is crucial for the individual to ensure their 

top priority in keeping that information as safe as possible” (Gruschka et al., 2018). 

There are many forms of information that can used that as personal identifiable 

information. For instance, information on a passport can be used to identify an individual 



and could also include information such as race, date of birth, or other personal 

identifiers on there. Such PII can help companies ensure that privacy is protected due to 

the importance of identifying personal identity information that can help ensure that it is 

indeed that individual. Because of this, this personally identifiable information needs to 

be protected because it usually contains sensitive information. 

In addition, the General Data Protection Regulation (GDPR) is also a significant 

constituent, The GDPR provides the legal regulation about how companies should be 

handling personal data from individuals that are involved with the European Union. 

GDPR started going into effect until 2018 with the main purpose of regulating the 

accountability that was expected from companies to ensure that their consumers 

personal data was protected. It is crucial for all companies regardless of whether they 

sell to the EU directly or not to follow these regulations and ensure the protection of 

their consumers. 

I believe that is crucial for the Mongo Legislative Assembly to incorporate 

additional personal data regulations to the federal laws that are already in place that 

promote the importance of data protection and privacy. I believe that by using the 

Privacy Act of 1974 a key reference point, can help ensure that the state of Mongo can 

and “will pass more concrete legislation that will enhance the prevention of personal 

data information to be used without a consent of the individual” (Boyne & S., 2018). If 

there are problems with the following of this regulation local citizens will have the 

authority to file complaints if in any way their personal data information as used without 

their consent. 



In addition, the State of Mongo should consider the importance of ensuring that 

they pass more effective regulations in which data may only be used by receiving the 

consent of the individual first. Such regulation should include details of what data can be 

used without consent and what data should require consent. Such law should include 

scenarios of emergencies in which an organization may need to get person data and 

cannot get consent. It is important for the legislation to evaluate all parameters and 

ensure a concrete law that will promote effectiveness in keeping personal data and 

privacy safe.  . 
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