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Abstract 

Over the past two years, my academic journey at Old Dominion University (ODU) has been a 

transformative experience that has prepared me for a career in Cyber Security. This reflection 

highlights the skills and knowledge I have developed, the challenges I have overcome, and the 

growth I have experienced throughout my time at ODU. From foundational coursework in 

networking and cryptography to advanced topics like ethical hacking and incident response, my 

education has provided both theoretical insights and practical, firsthand experiences. Internships 

have further solidified my understanding by allowing me to apply these skills in real-world 

scenarios, enhancing my technical abilities and professional competencies. Balancing academic, 

professional, and personal commitments has taught me resilience, adaptability, and the 

importance of continuous improvement in a rapidly evolving field. As I approach graduation in 

Fall 2024, I am eager to leverage the knowledge and experiences I have gained to contribute 

meaningfully to the Cyber Security industry. This reflection encapsulates the essence of my 

journey and underscores my readiness to tackle the challenges of a dynamic and critical field. 
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Reflection on My Time at ODU Studying Cyber Security 

 The past two years at Old Dominion University (ODU) have been a transformative 

chapter in my journey toward a career in Cyber Security. As I prepare to graduate, I can 

confidently say that my experiences at ODU have not only equipped me with the technical skills 

and knowledge necessary for the field but have also shaped me into a more resilient, adaptable, 

and curious individual. This reflection explores the growth I’ve experienced, the skills I’ve 

developed, and how the program has prepared me to contribute meaningfully to the Cyber 

Security industry. 

The Foundation of Learning 

When I first began my studies at ODU, I entered with a strong curiosity about how 

systems and networks operate and how they could be protected. Cyber Security was a field that 

intrigued me because of its importance in a world increasingly reliant on technology. However, I 

quickly learned that this field required more than just interest—it demanded dedication, problem-

solving, and a willingness to tackle complex challenges. 

The foundational courses at ODU were instrumental in shaping my understanding of core 

concepts. Classes on networking fundamentals, cryptography, and operating systems provided 

the technical grounding I needed. For example, one of my earliest challenges was understanding 

the intricacies of how data travels through a network and the many vulnerabilities that attackers 

exploit. The practical labs that accompanied these courses allowed me to apply theoretical 

knowledge to firsthand scenarios, such as setting up firewalls, analyzing traffic with Wireshark, 

and configuring virtual networks. These experiences bridged the gap between abstract concepts 

and their real-world applications. 
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One of the most memorable projects during this time was a lab focused on identifying 

and mitigating security threats in a simulated environment. This project required a deep dive into 

threat analysis, vulnerability assessment, and patch management. It was both challenging and 

rewarding, as it pushed me to think critically about how to approach Cyber Security problems 

methodically. By the end of the project, I not only gained a deeper understanding of defensive 

strategies but also developed confidence in my ability to protect systems effectively. 

Expanding My Technical Skills 

 As I progressed through the program, the coursework became more specialized, delving 

into advanced topics like ethical hacking, penetration testing, and incident response. These 

subjects allowed me to develop the technical expertise necessary to address the complexities of 

Cyber Security in a professional setting. 

Ethical hacking stood out as one of the most engaging areas of study. The course 

emphasized the importance of understanding an attacker’s mindset to better defend against 

threats. Through firsthand assignments, I learned how to identify vulnerabilities in systems, 

perform penetration tests, and recommend mitigation strategies.  

CYSE301 Assignment 4 

This assignment that I completed in my course involved using tools like Metasploit and 

Kali Linux to simulate attacks on a test system, which highlighted the ethical responsibility of 

using these tools only for legitimate purposes. This experience not only strengthened my 

technical skills but also reinforced the ethical considerations central to a career in Cyber 

Security. 
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CYSE250 Final Project Assignment 

In addition to ethical hacking, I also developed skills in scripting and automation. 

Learning Python from my course was a game-changer, as it allowed me to create scripts for tasks 

like log analysis and data parsing. These skills were further enhanced through a course on 

automation, where I built a script to automate the monitoring of network traffic for potential 

anomalies. This project taught me the value of efficiency in Cyber Security operations and 

underscored the importance of continuously improving processes. 

CRJS310 Project 3 

Finally, I developed better researching skills. Learning how to find something specific, 

especially when it interests you, is much easier now. When I first started, I struggled trying to 

find information for certain projects. Now, I know of to search for keywords, and it just helps out 

efficiently trying to get the best and most accurate data out there. 

Real-World Applications Through Internships 

 While coursework provided a solid foundation, my internships allowed me to apply what 

I learned in real-world settings. Over the past two years, I’ve had the opportunity to work in roles 

that exposed me to the practical challenges and responsibilities of a Cyber Security professional. 

One of the most impactful experiences was my role as an information security intern. In 

this position, I was tasked with managing user access, ensuring compliance with security 

policies, and monitoring systems for potential threats. This role required mindfulness and 

effective communication skills, as I often had to collaborate with other teams to address security 

issues. For example, I worked on a project to audit user access levels across multiple systems, 
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identifying and addressing instances of excessive or outdated permissions. This experience 

highlighted the critical role of governance and compliance in maintaining a secure environment. 

Another valuable experience came from assisting in incident response efforts. During my 

internship, I participated in responding to a phishing attack that targeted employees at the 

organization. My role involved analyzing email headers, identifying the source of the attack, and 

recommending steps to mitigate future incidents. This firsthand experience was both intense and 

enlightening, as it demonstrated the fast-paced nature of Cyber Security and the importance of 

being proactive in identifying and addressing threats. 

These internships also allowed me to develop soft skills like teamwork, adaptability, 

leadership, and problem-solving. Cyber Security is rarely a solo effort, and I learned the value of 

collaborating with diverse teams to achieve common goals. Whether it was working with IT staff 

to implement security patches or presenting findings to leadership, these experiences taught me 

how to communicate technical concepts effectively to both technical and non-technical 

audiences. 

Challenges and Growth 

The journey to becoming a Cyber Security professional has not been without its 

challenges. One of the biggest hurdles I faced was balancing the technical demands of the 

program with the need to stay updated on emerging threats and technologies. Cyber Security is a 

field that evolves rapidly, and keeping pace requires constant learning and adaptation. 

For example, during a course on malware analysis, I struggled initially with 

understanding the intricacies of reverse engineering malicious code. The complexity of analyzing 

how malware behaves in a system was daunting, but through perseverance and practice, I 
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developed the skills needed to identify key indicators of compromise. This experience taught me 

the importance of resilience and the value of seeking help from peers and professors when faced 

with difficulties. 

Another challenge was time management, particularly when balancing internships, 

coursework, and personal commitments. Juggling these responsibilities required careful planning 

and prioritization, skills that I know will serve me well in my future career. 

Looking Ahead 

As I near graduation, I feel a deep sense of excitement and anticipation for the future. The 

skills and experiences I’ve gained at ODU have prepared me to tackle the challenges of a career 

in Cyber Security. I am particularly drawn to roles in network defense, incident response, and 

ethical hacking, as these areas align with both my skills and interests. 

One of the most important lessons I’ve learned during my time at ODU is the value of 

continuous improvement. Cyber Security is not a field where you can rest on your laurels; it 

requires a commitment to lifelong learning. I am eager to continue expanding my knowledge 

through certifications, professional development, and firsthand experience. 

I am also enthusiastic about contributing to the broader Cyber Security community. 

Whether it’s through mentoring others, participating in industry events, or sharing insights, I 

believe in the importance of collaboration and knowledge-sharing to address the challenges we 

face as a global society. 

Gratitude and Reflection 



REFLECTION  8 

 
Reflecting on the past two years at Old Dominion University, I am filled with immense 

gratitude for the journey that has brought me to this pivotal moment. The opportunity to pursue a 

degree in Cyber Security at ODU has not only shaped my career trajectory but has also allowed 

me to grow as an individual. While my path to this field has not been without challenges, each 

obstacle has taught me valuable lessons about perseverance, adaptability, and the importance of 

pursuing work that inspires passion and purpose. 

First, I am deeply grateful to the faculty at ODU who have guided and supported me 

throughout my academic journey. Their expertise and dedication to fostering a dynamic learning 

environment have been instrumental in my growth. Professors who brought real-world examples 

into the classroom, challenged us to think critically, and encouraged us to push beyond our 

comfort zones were particularly impactful. For example, one professor’s insistence on real-time 

simulations for incident response forced me to react quickly and adapt to high-pressure 

situations, skills that are essential in Cyber Security. These experiences underscored how much a 

committed educator can inspire students to achieve more than they thought possible. 

I am also appreciative of the collaborative environment at ODU. The opportunity to 

collaborate with peers with diverse perspectives and strengths has been invaluable. Whether it 

was group projects, study sessions, or late-night brainstorming on complex assignments, these 

interactions reminded me of the importance of teamwork in solving problems. The field of Cyber 

Security, after all, is a team effort. Threats evolve rapidly, and no single individual can address 

all of them alone. My peers not only enriched my learning experience but also motivated me to 

continually improve. 
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Beyond the classroom, I am thankful for the internships and real-world experiences that 

complemented my academic learning. These opportunities allowed me to apply theoretical 

knowledge to practical scenarios, bridging the gap between academia and the professional world. 

For instance, participating in a phishing mitigation project during my internship gave me 

firsthand insight into how organizations protect themselves from real threats. It also highlighted 

the critical role of communication in Cyber Security—whether it’s presenting findings to 

leadership or collaborating with IT teams to implement solutions. 

My gratitude extends to the broader support system that has helped me reach this point. 

My family and friends have been unwavering in their encouragement, providing me with the 

motivation to keep pushing forward even during the most challenging times. Their belief in my 

potential has been a source of strength, reminding me why I chose this path in the first place. 

Reflecting on my time at ODU, I also feel a profound sense of pride in how far I’ve 

come. When I first entered the program, I had a basic understanding of Cyber Security but lacked 

the confidence to see myself as a professional in the field. Today, I leave ODU not only with 

technical skills but also with a deeper understanding of the importance of integrity, adaptability, 

and lifelong learning. I’ve come to appreciate that Cyber Security is more than just a career—it’s 

a commitment to protecting the digital infrastructure that underpins our lives. 

Finally, I am grateful for the challenges that tested me along the way. There were 

moments of self-doubt, late nights spent troubleshooting complex issues, and times when 

balancing academic and personal responsibilities felt overwhelming. However, each of these 

experiences taught me resilience and reinforced the value of demanding work. Without these 

challenges, I would not have gained the confidence and perspective I have today. 
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As I prepare to graduate, I carry with me not just a degree but also a sense of purpose and 

readiness to contribute to the Cyber Security industry. The gratitude I feel for the experiences 

and people who have supported me during this journey fuels my commitment to paying it 

forward. Whether it’s mentoring others, sharing knowledge, or collaborating with colleagues, I 

am eager to build on the foundation ODU has given me to make a meaningful impact. 

In conclusion, my time at Old Dominion University has been transformative in every 

sense of the word. The gratitude I feel for the people, opportunities, and lessons that have shaped 

me is immeasurable. As I step into the next phase of my career, I do so with a heart full of 

appreciation and a determination to honor the experiences and support that have brought me this 

far. 

 


