
 Information 

Technology 
Engineering Computer science  

Criminology 

Sociology Philosophy 
Psychology 

Victimology 

Leadership 

Cyber security 

 

identify threats and 

vulnerabilities in 

systems and 

software 

abstract and theoretical 

problems related to 

computing 

protection of computer 

systems and the prevention 

of unauthorized use or 

changes or access to 

electronic data 

Mapping 

Victimology to 

Cybersecurity 

Strategy 

protects the firm and its 

customers and builds resilience. 

Promoting it is a sign of good 

leadership 

gives one insight into human 

behavior and the cause-and-

effect perspective of 

cybercrime 

psychological manipulation to 

trick people into disclosing 

sensitive information 

Philosophy can help us to 

resolve bigger problems in 

Cybersecurity  

criminology allows for the 

understanding of the 

motivations of criminals by 

analyzing the social 

characteristics of the 

criminals 


