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On February 14 I finished the server quickly due to not having any issues and due to not having to delete data because none of the servers have hard drives. Then my manager Rhett told me I can do any pallet I saw. Then I took advantage of the opportunity because I saw a pallet full of Apple iMac so Rhett to it down for me with a forklift. Rhett told for iMac we have to check the model number and check if boots. When I researched the model number on eBay it showed that it is a valuable asset to sell. I have a total of 24 iMacs to erase data from and reinstall an operating system. To delete that data from the iMacs I used Aiken to erase that by overwriting the data in 1s and 0s. After it was completely erased, I plugged in a USB that contained macOS Mojave. When the macOS installation wizard pops up I need to erase the data in the hard drive because it only contains 1s and 0s. After I agreed the agreement to install the operating system and waited for almost one hour. While I was the operating system to download I grabbed two other iMacs to overwrite the data on the hard drive. I continued that process till February 16 when I completed erasing the data contained on the iMacs and reinstalling the operating system. I had to see if the iMacs were remote managed by going through the process of making an account and connecting the Wi-Fi. If a popup did not show saying that it has remote management on the system, then it is not remote manage. Then it was my first time actually cleaning up a computer to look good in the pictures. Plus, the company (Shenandoah University) that had the iMacs wrote numbers behind the iMacs. After cleaning up the iMacs I had to measure the height, length, and width of the iMacs for Listapp. I also gathered the weight and took pictures of the iMacs. Then the process of listing it on eBay was completed. On February 18 I started working on storage arrays that contain a lot of hard drives sadly and a couple of phones. For each storage array, I had to take out one hard drive and check if it can resell on eBay but luckily it was not worth reselling. During the next two, I continued studying for CompTIA Security +. The following that was interesting to me was advanced persistent threats that are Highly trained and funded groups of hackers often by nation-states with covert and open-source intelligence at their disposal. APT has the highest skill levels for all the threat actors. I also learn in-depth about threat intelligence and sources. For example confidence level, closed source, and extra. On February 20 I return to work to continue taking out the hard drive from the storage array and stacking up all the phones from the pallet. On February 21, I finished taking all the hard drives into the storage. After that, I check if the company wants us to erase the hard drive or just shred them. The original company want us to shred all their hard drives so at the end of the day I decided to shred them all after making a document with all the hard drives’ serial numbers.
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