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PROFESSIONAL SUMMARY 
 

Motivated and detail-oriented cybersecurity student with a foundation in network security, ethical 
hacking, and information assurance. Skilled in identifying basic vulnerabilities and learning about 
security measures to protect data. Enthusiastic about staying current with emerging cyber threats and 
defense techniques. Ability to work effectively in team environments and handle technical challenges. 
 
EDUCATION 
 

OLD DOMINION UNIVERSITY Norfolk, VA 
Bachelor of Science, Major in Cybersecurity 08/2021-Present 

● Anticipated Graduation May 2025 
● University Presidential Scholar 
● Dean’s List: Fall 2023, Spring 2024 

 
KNOWLEDGE, SKILLS, AND ABILITIES 
 

• Fundamental knowledge of diagnostic software tools for network exploration and mapping (e.g., 
Wireshark, Nmap). 

• Proficiency in low-level programming languages such as Python and JavaScript. 
• Familiarity with Windows and Linux security practices. 
• Fundamental understanding of cryptographic applications in securing communications and data 

integrity. 
• Fundamental knowledge of authorization mechanisms and access control models. 
• Familiar with ethical hacking techniques and tools (e.g., Metasploit). 
• Experience working in collaborative environments, sharing knowledge, and supporting peers. 
• Able to quickly learn new technologies and methods. 

 
WORK EXPERIENCE 
 

OLD NAVY Virginia Beach, VA 
Brand Associate 07/2021-07/2023 
• Achieved sales goals and marketing objectives, delivered memorable customer experiences, and 

drove brand awareness and loyalty. 
• Maintained brand and product knowledge to anticipate questions about products and deliver 

thoughtful responses. 
• Promoted brands by educating customers about products by offering marketing collateral, samples, and 

giveaways. 
• Opened new accounts in assigned territory and maintained pre-existing accounts. 


