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In the human-centric approach to cybersecurity, human factors are recognized as a
critical role in cybersecurity. It focuses on understanding and adapting to human behavior,
psychology, interaction, and culture. It aims to empower employees, reduce human errors, and
mitigate cyber risks effectively.
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TO BREACH THE FIREWALL.
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In the meme above, the dog is unalarmed by the firewall breach. He is well prepared and
capable of managing the firewalls and ensuring that any risk is mitigated immediately by
removing the threat.



AJJE YOU KIDDING ME?

In the second meme, this hand gesture is used to imply the ridiculousness of the reasons
people commit cyber crime. Motivations, such as boredom, are common causes that lead to the
commitment of cyber crime. It is unreasonable and objectively inexcusable to commit a crime,
which is why this meme is seen ridiculing the ideology.
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Phishing is a common form of scamming that leads to human error. Phishing implies the use of
a fake account or a criminal impersonating someone else. This scam is very popular, seeing as
it can be very realistic or untraceable. Depending on the approach, it can be very easy to




identify. Ultimately, it boils down to human error as to whether or not a user is susceptible to this
form of scam.



